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Fraud-proof invoices

Erase complexity of blockchain
usage through easy API & SDK.

“thin clients” authentication without
expensive nodes.

mintBlue SDK allows end-user to
encrypt data without a third party, not
even mintBlue.

Absolute data ownership & control
for the end-user.

The only public infinitely scalable
blockchain, with 50,000 transactions
per second.

Flexibility for participants, no “fixed
consortia”.

Perks of mintBlue & the blockchain

Scan QR code on invoice
to fetch digital copy.

Automatically pull from
blockchain via own
bookkeeping system.

Company A sends an
invoice to company B

mintBlue SDK signs &
encrypts the invoice

The KVK signs a public
key and merges it into
the invoice.

A digital twin is created
and saved on the
Blockchain

Invoice gets sent
to company B

How mintBlue can assist the fight against
document counterfeiting.

The eInvoicing
solution for
the EU

Other models where
this solution can be
applied: 

QR code vs bookkeeping
integration

Data access controls are with the end-user introducing
data ownership, but legislation can set ruling to grant
access to authorities.

Government can do continuous transaction control
without privacy infringement.

No central party controlling the network. Instead,
there’s transparent access control with accountability
built in following legislation.

Companies exchanging any type of digital document.

Contact Sales

https://mintblue.com/get-started/

